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We:

1 automate (i) interactions between system administrators, security administrators,
a V-Scanner, and a perimeter FW, (ii) a rule-based approach to vulnerability risk
assessment, and (iii) the configuration of host-based FWs.

2 decrease the attack surface of a decentrally administered university network.
3 quantify the Time-to-Remediate (TTR) from vulnerabilities at the network

perimeter and gain insights into the vulnerability lifetime during deployment.
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Thank you for your attention!

https://github.com/UOS-RZ/deterrers
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(b) Scan results before the test deployment.

Figure: Empirical Cumulative CDF of CVSS scores. Number of bins is 100 and they are equally sized.
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