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H decrease the attack surface of a decentrally administered university network.

quantify the Time-to-Remediate (TTR) from vulnerabilities at the network
perimeter and gain insights into the vulnerability lifetime during deployment.
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m reduced attack surface towards the Internet
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m qualitative analysis of the risk assessment process
m comparison of other risk assessment approaches
m incorporation of other security tools
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(a) All NVTs in the test corpus. (b) Scan results before the test deployment.

Figure: Empirical Cumulative CDF of CVSS scores. Number of bins is 100 and they are equally sized.
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